NEWNORK | Department of
grromme | Civil Service

ANDREW M. CUOMO
Governor

July 6, 2016

Mr. Jeffrey C. Heckman
Senior Vice President
Government Banking Division
U.S. Bank National Association
461 Fifth Avenue — 15™ Floor
New York, NY 10017-6234
Re: Letter Amendment to Agreement #C000640

Dear Mr. Heckman:

- This Letter Amendment serves to amend only the following sections and provisions of Agreement
#C000640:

1. Article IV, titled “DOCUMENT INCORPORATION AND ORDER OF PRECEDENCE”" of the
Agreement is hereby revoked and replaced with the following new Article IV:

“ARTICLE IV: DOCUMENT INCORPOR_ATION'AND ORDER OF PRECEDENCE

4.1.0 This Agreement consists of:

4.1.1 The body of the Agreement (that portion preceding the signatures of the Parties in
execution and amendments thereto);

4.1.2 Appendix A - Standard Clauses for All New York State Contracts;
4.1.3 Appendix B - Standard Clauses for All Department Contracts;
4.1.4 Appendix C - Third Party Connection and Data Sharing Agreement;

4.1.5 Appendix D - Participation by Minority Group Members and Women with Respect to State
Contracts: Requirements and Procedures; Appendix D-1: Minority and Women-Owned Business
Enterprises — Equal Employment Opportunity Policy Statement; and Appendix D-2: MWBE
Utilization Reporting Responsibilities under Article 15-A; and

4.1.6 The following Exhibits attached and incorporated by reference to the body of the
Agreement:

4.1.6a Exhibit A - The MacBride Act Statement and the Non-Collusive Bidding
Certification:

4.1.6b Exhibit B - Invitation for Bid entitled “NYSHIP Banking Services” November 9,
2015; and Exhibit B-1 — Official Department Response to Questions Raised Concerning
the IFB, dated December 2, 2015.
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4.1.6c Exhibit C — Contractor’s Proposal; and Exhibit C-1 Written Responses to clarifying
questions regarding Contractor's Proposal;

4.1.6d Exhibit D — Banking Services Fee Schedule; and

4.1.6e Master Services Agreement (MSA) executed on April 21, 2016 and as amended by
this Letter Amendment to Agreement #C000640.

4.1.7 In the event of any inconsistency in, or conflict among, the document elements of the
Agreement identified above, such inconsistency or conflict shall be resolved by giving precedence
to the document elements in the following order:

4.1.7a First, Appendix A - Standard Clauses for All New York State Contracts;
4.1.7b Second, Appendix B — Standard Clauses for All Department Contracts;
4.1.7¢ Third, Appendix C — Third Party Connection and Data Sharing Agreement;

4.1.7d Forth, Appendix D — Participation by Minority Group Members and Women With
Respect to State Contracts: Requirements and Procedures; Appendix D-1 -Minority and
Women-Owned Business Enterprises — Equal Employment Opportunity Policy Statement;
and Appendix D-2: MWBE Utilization Reporting Responsibilities under Article 15-A;

4.1.7e Fifth, the Letter Amendment and any other Amendments to the body of the
Agreement;

4.1.7f Sixth, the body of the Agreement;

4.1.7g Seventh, Exhibit A, - The MacBride Act Statement and the Non-Collusive Bidding
Certification;

4.1.7h Eighth, Exhibit B, the Invitation for Bids entitled “NYSHIP Banking Services” dated
November 9, 2015; and Exhibit B-1, the official Department response to questions raised
concerning the IFB, dated December 2, 2015;

4.1.7i Ninth, Exhibit C, Contractor’s Proposal; and Exhibit C-1, Written Responses to
clarifying questions regarding Contractor's Proposal;

4.1.7j Tenth, Exhibit D, Banking Services Fee Schedule; and

4.1.7k Eleventh, Master Services Agreement (MSA) executed on April 21, 2016 and as
amended by this Letter Amendment to Agreement #C000640.

4.2.0 The terms, provisions, representations and warranties contained in the Agreement shall survive
performance hereunder.”
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2. The unsigned Master Services Agreement (MSA) contained in the Exhibit C is hereby revoked in its
entirety and replaced with the MSA, executed on April 21, 2016, and as amended by this Letter
Amendment to Agreement #C000640.

3. The document titled “Your Deposit Account Agreement” contained in the Exhibit C is hereby revoked
in its entirety.

4. The document titled “U.S. Bank Services Terms and Conditions” contained in the Exhibit C is hereby
revoked, in its entirety, and replaced with the document titled “Revised U.S. Bank Services Terms
and Conditions” attached to pages 5-17 of this Letter Amendment to Agreement #C000640.

5. The first paragraph of the MSA, executed on April 21, 2016, is hereby amended by deleting the
second-to-last sentence of the first paragraph, which stated, “Customer shall not be bound by the
terms and conditions for those specific services described, to the extent Customer elects not to use
such service(s).”

6. Number four (4) under the section titled, “TREASURY MANAGEMENT SERVICES” of the MSA,
executed on April 21, 2016, is hereby revoked, in its entirety, and replaced with the following:

“Customer has received and reviewed Bank’s ‘Treasury Management Service(s)’ which are
described in the U.S. Bank Proposal and the revised U.S. Bank Services Terms and Conditions.
Customer desires to use only those Project Services as identified in Agreement #C000640.”

7. Except as amended in this Letter Amendment, Agreement #C000640 shall remain in full force and
effect.

(REMAINDER OF PAGE INTENTIONALLY LEFT BLANK)
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The Parties to Agreement #C000640 have hereunder signed this Letter Amendment on the day
and year appearing opposite their respective signatures as acknowledgement to this Letter Amendment
to Agreement #C000640.

NEW YORK STATE DEPARTMENT OF CIVIL SERVICE
Date: )/ i / (&

Title; DEPUTY COMMISSIONER
FOR ADMINISTRATIC

U.S. BANK NATIONAL ASSOCIATION

Date: 77 / L(/ / G

INDIVIBUAL, CORPORATE OR PARTNERSHIP ACKNOWLEDGMENT

: SS.:
countyor N &4 \/O’L }

Onthe /4 day of \TU 5/ in the year Zoﬁ’ before me personally appeared:

Jed’ P\/ He clc man , known to me to be the person who executed the foregoing
ument, who, bemg duly sworn by me did depose apd say that he resndes at Stvg s Town of
2A{EEn lﬂ\-’\fg'i h , County of W ¢S J(’Ché’% , State of \i'} ; and further that:

[Check One, as applicable] = é

If a corporation): _he is the 5 AL /oL !)gl Jﬂzgéf O S % ___, the corporation described in said
instrument; that, by authority of the Board of Directors of said corporation, _he is authorized to execute the foregoing instrument on behalf
of the corporation for purposes set forth therein; and that, pursuant to that authority, _he executed the foregoing instrument in the name of
and on behalf of said corporation as the act and deed of said corporation.

If a partnership): _heis the of , the partnership described
in said instrument; that, by the terms of said partnership, _he is authorized to execute the foregoing instrument on behalf of the
partnership for the purposes set forth therein; and that, pursuant to that authorit{hlA | HARMSERES &P \Fﬁ?mg instrument in the name and

Notsry Public, State of New
"actand deedofssidpartnership Y o, 01HA5066183

Qualifisd in Cusens County
My Commigston Expires 09/23/2018

Approved as to form: Approved:
ERIC SCHNEIDERMANPPROVED AS TOE!;d%F;hgiTHOMA
ATTORNEY GENERARYS ATTORNEY G STATE ( 9@ T, DET RDD
By: 1yt 202016 By: Crp 19 ansn
oo T2 2010
Date: N -
ASSISTANT ATTORNEY GENERAL

FOR THE STATE COMPTROLLER
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Revised U.S. Bank Services

Terms and Conditions

Thank you for choosing U.S. Bank Services.
This document provides product information,
disclosures and descriptions of the Global
Treasury Management, Money Center and
Safekeeping Services (“Services™) available
at U.S. Bank. Other documents may become
part of our Agreement depending on the
Services selected. Please read all documents
carefully; they will govern the Services
provided to you, the Customer.

U.S. Bank National Association
Member FDIC

© 2014 U.S. Bank National Association
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U.S. Bank Services — Terms and Conditions
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1. Definitions.

a. “Agent” means any director, officer, employee, representative, affiliate,
third-party vendor or any other person acting on behalf of the Customer
with the actual, implied or apparent authority of Customer. Bank may rely
on any grant of authority until it receives written notice of its revocation
and is given a reasonable amount of time to act upon such notice.

b. “Bank™ means U.S. Bank National Association and each subsidiary or
affiliate of U.S. Bank that provides Services to Customer.

¢. “Business Day” means any day on which a majority of Bank’s offices
are open to the public for substantially all banking functions. Saturdays,
Sundays, federal or state holidays or any day recognized by a Federal
Reserve Bank as a holiday shall not be considered a Business Day,
even if Bank's offices are in fact apen.

d. “Customer” means the business entity and any parent company,
subsidiary or affiliate for whom Bank provides a Service.

2. Other Agreements, Laws and Regulations. Subject to the
provisions of the contract between Bank and Customer, these terms
and conditions and the Master Services Agreement are collectively
referred to herein as the “Agreement”. The Services are provided to
Customer subject to the following other agreements, laws and
regulations, which are hereby incorporated into and made part of this
Agreement: These terms and conditions and the Master Services
Agreement shall only become effective upon final approval of contract
between Bank and Customer and subject to the approval of the Office
of the New York State Comptroller and the New York State Attorney
General.

a. the fee schedule in Exhibit D of Agreement C#000640 and
availability schedule and other fee disclosures provided to
Customer, including account statements;

b. the Uniform Commercial Code, as enacted in the State of New York;

c. any applicable automated clearinghouse operating rules, including,
without limitation, the National Automated Clearing House Assaciation
Operating Rules and Guidelines (the “NACHA Rules”) and the rules
promulgated by the Electronic Check Clearing House Organization (the
“ECCHO Rules"); and

d.federal, state and local laws and regulations applicable to Bank or
Customer, including, without limitation, Regulation CC promulgated by
the Board of Governors of the Federal Reserve System, 12 CFR Section
229.1, et seq. ("Regulation CC"), all Operating Circulars promulgated by
the Board of Governors of the Federal Reserve System, the regulations
overseen by the Office of Foreign Assets Control (“OFAC”) and Check
21 legislation.

3. Change of Terms/Amendments to Agreement. Bank may only
change the terms of this Agreement at any time upon reasonable written
or electronic notice to Customer or by any other method permitted by
law. Any and all amendments to this Agreement must be in writing and
executed by both parties and are subject to the approval of the Office of
the New York State Comptroller and the New York State Attorney
General.

4. Transferable Record. The Agreement and the Implementation
Documents are each a “transferable record” as defined under
applicable law relating to electronic transactions. Bank may create a
microfilm, optical disk, or other electronic image of the Agreement or
Implementation Document that is an authoritative copy as defined
under such law. Bank may store the authoritative copy of such
Agreement and Implementation Document and then destroy the paper
original as part of Bank's normal business practices. Bank may
control and transfer such authoritative copy as pemitted by such law.

II. TERMS APPLICABLE TO ALL GLOBAL, -
_ TREASURY MANAGEMENT SER:

. TREASURY.

CES.

1. Services. Subject to the terms and conditions of Agreement No.
C000640 between Bank and Customer.

2. Proprietary Information. Customer acknowledges that all related
documentation and computer programs and systems used in providing
Services, and all information related thereto constitute proprietary property
of Bank that is of great commercial value. Customer agrees that it shall
not acquire any proprietary interest or rights therein as a resuit of its use
of the Services and shall keep all such proprietary information strictly
confidential. Bank acknowledges that such material will be treated in
accordance with Article 6 of the New York State Public Officers Law.

3. Representations and Warranties. Customer and Bank each represent
and warrant to the other, as of the date this Agreement is entered into and
at the time any Service is used or performed, that: (a) it is validly existing
and in good standing under the laws of the jurisdiction of its organization;
(b) it has all requisite power and authority to execute and deliver, and to
perform its obligations under, this Agreement and each Service used or
performed by it; (c) this Agreement has been duly authorized and executed
by it and constitutes its legal, valid and binding cbligation; and (d) any
consent or authorization of any governmental authority or third party
required to be obtained by it in connection with this Agreement or any
Service used or performed by it has been obtained. Notwithstanding (d) in
the preceding sentence, Bank acknowledges that Customer is reliant upon
appropriate funding from the State of New York during the course of this
Agreement.

4. Deposit Accounts. Most Services require that Customer maintain one
or more deposit accounts with Bank. All checks, wire transfers, ACH
payments and other items deposited into such accounts are provisionally
credited and taken subject to later verification by Bank and Bank's receipt
of final settlement. Deposited items that are deposited and later returned
unpaid will be charged against the account without prior notice. Customer
agrees to pay Bank for any overdraft or overpayment in any of Customer's
accounts. Bank will first attempt to recover such amounts from the
account associated with the debt. If the available balance of such account
is insufficient to compensate Bank, Customer authorizes Bank to charge
any account Customer maintains with Bank for any amount remaining due
under this section.

5. Security Interest. LEFT BLANK INTENTIONALLY.

6. Authorized Signers and Users. Subject to the terms and conditions
of the contract between Bank and Customer, Customer shall appoint
certain Authorized Signer(s) in the U.S. Bank Master Services
Agreement or in such other format or document as may be agreed by
Bank. Customer agrees that Authorized Signers shall be authorized to
act on behalf of Customer in all actions taken under this Agreement and
may enter into all transactions contemplated in this Agreement,
including, without limitation, selecting Services for the benefit of
Customer, appointing Agents to act on behalf of Customer in the
delivery of Services, signing additional documentation that may be
necessary to implement Services and giving Customer’s instructions
with regard to any Service, including, without limitation, wire transfers,
ACH transfers and other electronic or paper transfers from or to any
account Customer maintains with Bank. The Authorized Signer(s)
designated in the U.S. Bank Master Services Agreement or equivalent
document shall appoint Agents to use the Services provided for the
benefit of Customer (“Authorized Users”). Authorized Users may act on
behalf of Customer for a particular Service in accordance with the
relevant Implementation Documents or other document(s) establishing
the Authorized Users’ responsibilities or in accordance with the
authority granted by Customer. Customer may revoke the authority of
or change the Authorized Signers or Authorized Users at any time upon
prior written notice or electronic notice (if permitted by Bank) and
execution of additional documentation required by Bank. Such change
or revocation shall not be binding upon Bank until it has received the
required written notice or electronic notice (if permitted by Bank) and
has had a reasonable opportunity to act thereon. In any event, Bank
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may act on instructions that it believes in good faith were provided by
an Authorized Signer or Authorized User, or anyone purporting to be
an Authorized Signer or Authorized User.

7. Security Procedures.

a. Introduction. Bank and Customer shall agree to one or more
security procedures that must be used in connection with certain
Service(s). Customer acknowledges and agrees that it has been
informed of and understands Bank’s security procedures and that
such security procedures are commercially reasonable. Customer
agrees to be bound by any payment order, transaction or service
change order that is acted upon by Bank in accordance with such
security procedure. Customer understands that the security
procedures are not for the purpose of detecting errors in the
transmission or content of information controlled by Customer. If
Customer selects certain security procedures to use in connection
with a Service and those security procedures provide less protection
against unauthorized transactions or activity than other security
procedures offered by Bank in connection with such Service, the
security procedures selected by Customer shall be deemed
commercially reasonable to the same extent as the security
procedures offered by Bank that provide greater protection. Bank
reserves the right to issue new sécurity procedures and/or to cancel
or change any security procedures by giving verbal or written notice to
Customer.

b. Access. Customer shall be solely responsible for designating
individuals authorized to access Services. Access to Services will be
controlled through the use of user IDs, personal identification numbers,
passwords, digital certificates/signatures, private keys or other security
devices ("Codes’). Customer is solely responsible for maintaining its
own internal security and agrees to use the utmost care in selecting any
company or individual given access to use one or more of the Services.
Codes that are assigned to individual Authorized Users shall not be
shared with any other person, including other Authorized Users and
Customer shall not disclose any information regarding the Services that
an unauthorized user would find helpful to obtain access to all or part of
any Service. Customer assumes all risk of accidental disclosure or
inadvertent use of any Codes by any party, whether such disclosure or
use is on account of Customer’s negligent or deliberate acts or
otherwise. If Customer or its Agents has reason to believe that any
security procedures or Codes have or may become known by
unauthorized persons (whether or not employed by Customer) or if
Customer believes its network or computer systems have been
compromised or its computers infected, Customer shall notify Bank by
telephone and confirm such verbal notification in writing to Bank as
soon as practicable. Bank will replace the security procedures and/or
Codes in accordance with Bank's precedures. Customer shall be solely
responsible for funds transfer instructions and other communications or
transactions initiated before Bank received Customer’s notice and had a
reasonable time to act on such notice

¢. Confidentiality. In addition to the confidentiality requirements
specified in Appendices A and B to Agreement C000640, Confidentiality
and Use and Disclosure of Protected Health Information are addressed
in Articles XV and XVI of Agreement C000640.

d. Verbal or Written Instructions. For some Services, Bank may
choose to honor Customer’s request to give Bank verbal or written
instructions regarding the Services. Customer agrees that Bank may in
good faith rely on such verbal or written instructions that purport to
come from an authorized Agent of the Customer without independent
verification by Bank subject such instructions are given pursuant to
procedures agreed to in writing by both Bank and Customer.

8. Unsecured Electronic Transmissions and Instructions. Bank
shall transmit to Customer information related to Services via secure
electronic transmissions. If Customer elects to send or receive
instructions or reports from Bank via unsecured electronic means,
including, without limitation, facsimile transmission, voice mail,
unsecured e-mail, pager or other unsecured electronic or telephonic
methods (“Electronic Transmission”), Customer acknowledges that
such Electronic Transmissions are an inherently insecure
communication method due to the possibility of error, delay and
observation or receipt by unauthorized personnel. Bank may rely in
good faith on Customer's instructions regarding how and to what

number or e-mail address Electronic Transmissions should be sent and
may rely on any Electronic Transmission that it reasonably believes to
have been initiated by the Customer. Should Customer elect to send or
receive unsecured Electronic Transmissions to or from Bank, Customer
assumes all risks, and Bank shall not be liable for any loss, that resuits
from the nonreceipt, disclosure, alteration or unauthorized access of any
such unsecured Electronic Transmission.

9. Account Blocks and Filters. ACH debit blocks and check blocks
prevent ACH debits and checks from posting to Customer’s account.
ACH fitters and check filters enable Customer to set various criteria to
authorize certain transactions to post to Customer's account while
excluding others. If an ACH debit or check filter is established by
Customer, any ACH debit entry or check presented that does not
specifically meet the criteria will be dishonored or sent back to the
originator of the transaction. Customer acknowledges that the
effectiveness of the filters is dependent on the accuracy and timeliness
of the information provided by Customer. In addition, certain ACH
transactions such as returns or adjustments cannot be blocked per
NACHA Rules. If Customer desires to modify a block or filter setting,
Customer shall notify Bank at least 72 hours in advance of the changes
taking effect.

10. Computer Equipment and Software. Many Services require the
use of computer hardware and software or other equipment. Customer is
responsible for maintaining its computer and equipment (including those
provided by or through Bank for use with Services) in good working order.
Customer shall ensure that computers and other equipment have the
necessary compatibility and format to interface with Bank's systems,
including, without imitation, the ability to support the Bank's security
procedures. Customer agrees to install upgrades and other system
enhancements provided by bank at no cost to customer within a
reasonable time of being requested to do so by Bank.

11. Transactions on Non-Business Days/Cutoff Times. Transactions,
deposits, payment orders, entries or other requests by Customer
received by Bank on a non-Business Day or after established cutoff
deadlines may be treated by Bank as received on the next Business
Day. Bank may change any cutoff time or other deadline at any time.
Bank will make a reasonable effort to notify Customer of any changes in
advance.

12. Customer-initiated Transactions and Instructions. Bank will honor
Customer’s transactions and instructions (including adjustments,
amendments and cancellations) only when Customer has complied with
this Agreement and related policies and procedures. Bank will be under
no obligation to honor, either in whole or in part, any transaction or
instruction that:

a. exceeds Customer’s collected or available funds on deposit with
Bank;

b. Bank has reason to believe may not be authorized by Customer;

c. involves funds subject to a hold, dispute or legal process preventing
their withdrawal;

d. violates any provision of any applicable regulation of the Federal
Reserve Bank or any other federal, state or local regulatory authority; or

e. Bank has reasonable cause not to honor, for the protection of either
Bank or Customer.

13. Customer Records. This Agreement and the performance of
Services by Bank shall not relieve Customer of any obligation imposed
by law, clearinghouse rules (including the NACHA Rules and ECCHO
Rules), or by contract regarding the maintenance of records or from
employing adequate audit, accounting and review practices as are
customarily followed by similar businesses. In addition, Customer shall
retain and provide to Bank, upon request, all information necessary to
remake or reconstruct any deposit, transmission, file or entry for thirty
(30) days following receipt by Bank of the deposit, file, entry,
transmission or other order affecting an account.

14. Inconsistent Name and Account Number. If Customer initiates a
fund transfer instruction or payment order (“Payment Order”) to Bank that
describes the person to receive the proceeds of such Payment Order (the
“Beneficiary”), the Beneficiary’s bank, or an intermediary bank by name
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and an account or other identifying number, Bank and subsequent
parties to the Payment Order may rely on and act solely on the basis of
such number, even though the name and number do not agree and
even though Bank and subsequent parties know or have reason to know
of the inconsistency. Customer’s obligation to pay the amount of the
Payment Order to Bank is not excused in such circumstances. With
respect to incoming Payment Orders that do not include an account
number recognizable to Bank,

15. Account Communications and Review Period. Customer agrees
to regularly and promptly review and verify all statements, reports, check
payment records, wire transfer instructions, confirmations, adjustments,
charges, and other transactions ("Account Communications"). Customer
may receive or access Account Communications electronically, including
without limitation, delivery by posting to a password protected Web site
or database. Customer acknowledges that Account Communications
provided by Bank through electronic delivery is deemed to constitute
good and effective delivery when posted by Bank, regardless of whether
Customer actually or timely receives or accesses the Account
Communications. Unless a different review period is specified
elsewhere in this Agreement, Customer shall, within a reasonable time,
which in no event shall be greater than one hundred twenty (120)
calendar days following the day Bank first mails, electronically transmits
or otherwise makes data available to Customer (“Review Period”), notify
Bank of any transaction or transfer Customer believes was not
authorized. If Customer fails to notify Bank of such unauthorized
transaction within the Review Period, in accordance with NACHA Rules,
Customer must report an unauthorized ACH debit entry to the
Customer's account by the established deadline on the Business Day
following the settlement date of the unauthorized entry. Otherwise,
Customer's sole recourse is to the originator of the transaction.
Customer shall notify Bank of any error or discrepancy within ninety (S0)
days of learning of the error or discrepancy

16. Monitoring and Recording Communications. Customer
acknowledges and agrees that Bank, and anyone acting on Bank's
behalf, may monitor and/or record any communications between
Customer, or its Agent, and Bank, or anyone acting on Bank'’s behalf,
for quality control and other purposes. Customer also acknowledges
and agrees that this monitoring or recording may be done without any
further notice to Customer or its Agent. The communication that may
be monitored or recorded includes telephone calls, cellular or mobile
phone calls, electronic messages, text messages, instant or live chat,
or any other communications in any form.

17. Limitation of Bank'’s Liability for Services.
a. Jury Trial Waiver. INTENTIONALLY OMITTED.

b. Jurisdiction and Venue. Customer consents to the jurisdiction of
a court of competent jurisdiction in the State of New York, waives any
argument that such venue is inconvenient and agrees to bring
litigation commenced in connection with this Agreement in federal
court or state court located in Albany, New York.

c. Collection Costs. INTENTIONALLY OMITTED.

d. Adverse Claims. If Bank receives an adverse claim against any
account, and Bank reasonably believes that it will not be protected if the
claim is ignored, Customer agrees that Bank may place a hold on the
affected account. Any such hold will remain in place only so long as
reasonably necessary to resolve the claim or employ legal remedies to
allow a court to decide such claim. Assuming compliance with this
section, Bank shall have no liability for dishonored transactions due to
the hold, and Customer agrees to reimburse Bank all costs, including
attorney fees, incurred due to such adverse claim.

18. Necessary Third Party Service Providers.

a. Third Party Networks. Some Services are provided by Bank through
access to a third party network. Such Services are dependent upon the
availability of the third party network on conditions acceptable to Bank.
Bank reserves the right to provide the Service through an alternative
third party network and shall have no liability should such network
become unavailable as result of force-majeure or other circumstances
beyond Bank's control.

b. Third Party Vendors. Some Services and/or computer equipment and
software are provided to Customer by a third party vendor selected by
Customer who is unaffiliated with Bank. In those cases, the third party
vendor is acting as Customer's Agent rather than an agent of Bank, Bank
does not warrant and shall not be responsible for Services provided by
unaffiliated third party vendors. Bank shall receive Customers prior written
authorization before disclosing to any third party vendor information
concerning Customer and only as required to deliver the requested Service.

19. Notices. All written notices to Bank shall be delivered or mailed to the
address designated by Bank. Notices sent to Customer shall be delivered
or mailed to Customer’s current lead account address or other known
address if deemed more appropriate by Bank under the circumstances.
Notices may be delivered to some Customers in electronic format,
including posting to Bank's Web site, if requested or appropriate.

20. Severability. To the extent possible, each provision of this
Agreement shall be interpreted in such manner as to be effective and

valid under applicable law, but if any provision shall be held to be invalid,
illegal or unenforceable, such provision shall be ineffective only to the
extent of such invalidity, illegality or unenforceability, without rendering
invalid, illegal or unenforceable the remainder of any such provision or the
remaining provisions of this Agreement.

21. Waiver. A waiver by Bank or Customer of any term or provision shall
not be construed as a waiver of such term or provision at any other time,
or of any other term or provision. Bank’s waiver of the enforcement of any
of the termms of this Agreement with respect to any transaction or series of
transactions will not affect Bank's right to enforce any of its rights with
respect to other Customers or to enforce any of its rights with respect to
later transactions with Customer.

22, Assignment. In addition to section 24 above, Bank may assign or
delegate its rights and duties under this Agreement. Customer may not
assign or transfer its rights or obligations hereunder to any other person or
entity without Bank's written consent, whose consent shall not be
unreasonably withheld. Any assignment shall be made pursuant to New
York State Finance Law Section 138.

23. Termination. In addition to the Temmination provisions specified in
Appendices A and B to Agreement C000640, the provisions in Article XII of
the Agreement will apply.
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not be required to re-credit Customer’s account or otherwise have any
liability for such losses.

e. Network Security. Customer agrees to install and utilize current
industry-standard network security for its information technology
systems that access Services via the Web. Network security protection
includes, but is not limited to, firewalls and intrusion detection systems.
For certain Services, Bank may require Customer maintain specific
network security protection in order to access the Services.

1. Introduction. Bank offers a number of Services over the Internet. If
requested by Customer and agreed to by Bank, Bank will grant
Customer access to one or more of Bank's Intemet Services in the
manner established by Bank. Customer agrees that its use of Services

from time to time offered by Bark via the Internet (collectively, the
“Internet Services") shall be governed by:

(i) this Section and all other relevant sections of this Agreement,
including, without limitation, sections governing the specific
Services that are offered online;

(i) the other agreements, laws and regulations described in

Section |.2. of this Agreement; and The following are additional terms and conditions applicable to specific

Treasury Management Services offered by Bank. Bank may change the

(iii) the applicable Terms of Use, as defined in Section 1ll.2. below. ! .
number or type of Services offered at any time with Customer’s consent.

2. Security. Customer agrees to use the Intemet Services in
accordance with the security procedures established by Bank. Without
limiting the foregoing, Customer shall at all times use a Web browser

A. INFORMATION REPORTING AND TRANSACTION SERVICES

Information reporting and transaction Services may be provided by Bank to
Customer through SinglePoint®, or other applications or systems as may
be introduced by Bank ("System(s)”). The System may also be used by
Customer to automate many of the Services offered by Bank and also may
provide access to other Bank systems that initiate transactions. Customer
agrees that such use of the System shall be governed by this Section and
all other relevant sections of this Agreement.

that supports the level of encryption used by Bank as part of its security
procedures. Due to emerging technologies and ensuing changes in
security practices, Bank reserves the right to supplement or change its
security procedures from time to time upon reasonable notice to
Customer. Customer acknowledges and agrees that, notwithstanding
anything to the contrary set forth in the Agreement, in matters of
security, reasonable notice may be less than a day’s notice or even, in

some cases, notice after the fact. Bank reserves the right to reject any
transaction or service request that is not made in accordance with its
security procedures. Customer shall designate one or more System
Administrator(s). The System Administrator shall be responsible for
setting up Internet Services and for establishing internal security
procedures related to such Internet Services, including, without
limitation, accepting delivery of software, system-wide configuration of
Bank accounts, establishing authority levels, establishing authorization
requirements, and distributing and re-setting IDs, passwords and other
internal security devices related to the Internet Services. Customer's
designation of the System Administrator may be amended or revoked
from time to time upon notice to Bank. Bank shall have a reasonable
time to act on any such notice.

3. Other Customer Responsibilities.

a. Equipment and Software. Customer is responsible for obtaining
(from Bank, in some instances), installing and maintaining the
computer and communications equipment (including, without
limitation, personal computers and modems), software, Web
browsers, Internet access and communications services necessary to
access and use the Intemet Services in accordance with this
Agreement.

b. Use of Internet Services. Customer shall use its access to
Internet Services and Web sites operated by or on behalf of Bank
only to conduct its business through or with Bank and agrees to limit
access to those Agents who require access to Internet Services.

c. Antivirus Protection. Customer agrees to run antivirus software
before transmitting data to or through any Web site. Customer may
use any commercially available, industry recognized antivirus
software of the type that detects and disinfects viruses automatically,
without the need for the Customer to execute virus scanning for each
file manually. Customer shall update its antivirus software on a
regular basis and in no event less often than once every week.

d. Anti-malware Protection. Bank may offer complimentary anti-
malware software for use with certain Services that is designed to
detect, deter or destroy different types of malware. Failure to install
anti-malware software offered by Bank could substantially increase the
likelihood of fraud and other iosses. If Customer fails to install
software offered by Bank, Customer agrees it will be precluded from
asserting claims against Bank for any losses caused by malware which
such software would have detected, deterred or destroyed. Bank will

1. Introduction. If requested by Customer and agreed to by Bank, Bank
will grant access to Bank's System(s) in the manner agreed to by Bank.
Customer agrees to be bound by any terms of use and license
agreements associated with these Systems.

2, Information Reporting. Bank is authorized to store, process,
transmit and make available through Bank's agencies and Systems and
through third party data processing providers (“Providers”) information
regarding accounts designated by Customer. Bank or Providers will
transmit to Customer information regarding its account(s) and/or other
financial data through the System on a periodic basis. Customer may
elect to receive data through one or more delivery mechanisms,
including, without limitation, the Internet, computer dial-up, telephonic
delivery, facsimile, CD-ROM or unsecured e-mail. Section Il.12. shall
apply in the event Customer elects to receive unsecured reports via an
Electronic Transmission. Balance and related information for
Customer’s account(s) held at other financial institutions may be made
available by these financial institutions or Providers that input
information into Bank's System. Bank will use reasonable care in
submitting data into the System, but assumes no responsibility for the
accuracy or timeliness of the account information and other financial
data supplied by other financial institutions or Providers. Bank will make
every reasonable effort to deliver information by the mutually agreed
upon time, but does not guarantee a specific delivery time. Accordingly,
Bank's responsibility to Customer with respect to the delivery of
information shall be to deliver such work as close to the agreed time as
may be reasonably practicable.

3. Transaction Services. Customer may use SinglePoint®, or other
similar System to access treasury management Services offered by
Bank for which Customer has enrolled. Products offered by Bank are
ACH, wire transfer payments, lockbox, image access, DDA
adjustments and system administration. Customer agrees that use of
the System for transaction Services shall be governed by this Section B
and all other sections of this Agreement that are applicable to the
product or Service being accessed.

4. Security Procedures/System Administrator. Customer agrees to
operate the System in accordance with the procedures established by
Bank. Bank reserves the right to reject any transaction or Service
request that is not made in accordance with these procedures. Customer
agrees to designate one or more System Administrator(s). The System
Administrator is responsible for setting up Services available through the

Page 10 (Effective 1/02/2014)



System and for establishing internal security procedures related to
such Services, including, without limitation, system-wide configuration
of Bank accounts, assigning users, establishing authority levels,
establishing authorization requirements, distributing and re-setting
passwords and other internal security devices related to the Services.
Designation of the System Administrator may be amended or revoked
from time to time upon notice to Bank. Bank shall have a reasonable
time to act on any such notice. Customeris solely responsible for
maintaining a secure work environment to ensure against use of the
System by unauthorized individuals. Security procedures to be
followed by Customer include, without limitation, informing Agents that
any passwords should not be shared with anyone and to secure
physical access to the terminals used for Services when an Agent has
logged on to the system or otherwise.

5. Manuals. Bank will provide Customer with a manual(s) in paper or
electronic format that will set forth the applicable System's policies and
procedures with which Customer agrees to comply. Bank may, without
prior notification, make amendments to any manual. Bank owns or has
obtained all proprietary rights to the manuals and Customer agrees not
to duplicate, distribute or otherwise copy Bank’s manuals without
Bank’s prior written consent. Any manual will at all times remain the
property of Bank and Bank reserves the right to request Customer to
return alfl printed copies of such manual within thirty (30) days of
termination of this Service.

6. Customer Responsibilities. Customer will purchase (from Bank, in
some cases) and provide all reasonable and necessary equipment and
software necessary to use the applicable System in accordance with this
Agreement. Customer agrees to use the System solely to conduct its
business with Bank and agrees to limit access to those Agents who
require access to the System.

B. ELECTRONIC DEPOSIT SERVICES

Electronic Deposit Services provide Customer with the option of making
electronic deposits using one or more products offered by Bank.
Customer agrees that the Electronic Deposit Services shall be governed
by this Section and other relevant sections of this Agreement.

1. Processing Options. Customer shall at all times maintain an
account with Bank. Customer captures checks or check information
received from its Payor Customers into Check Images and/or MICR
Data, and transmits the same to Bank for processing and collection.
Bank will seek to collect such Check Images and/or MICR Data through
the check collection system by presenting or exchanging Check Images
and/or MICR Data, or using Check Images and/or MICR Data to create a
Substitute Check, a Demand Draft or a Photo-In-Lieu (“PIL") for
collection. If ACH processing is selected by Customer, checks that are
eligible to be used as source documents to originate ARC entries, POP
entries, or BOC entries are converted to ACH Entries and processed
through the ACH system. Checks ineligible for ACH conversion are sent
through the check collection in the manner previously described.

2. Definitions.

a. “ACH Entry” means an ARC, POP or BOC debit entry originated to
debit funds from a Payor Customer’s account at a financial institution in
accordance with the NACHA Rules.

b. “Check Image” means an electronic image of an original paper check
or an electronic image of a Substitute Check that is created by
Customer, Bank or another bank or depository institution in the check
collection system.

c. “Check Image Metadata” means information about the Check Image,
as well as pointers to the actual image data (also known as image tags).

d. “Customer System” means the computer hardware and/or software
and/or Web-based applications located at Customer’s site that is used by
Customer to prepare Electronic Deposits and to access the Electronic
Deposit Services.

e. “Electronic Deposit” means electronic information (including Check
Images, Check Image Metadata, MICR Data, dollar amount or ACH
Entry information), obtained from capturing information from an original
paper check and remittance documentation that is transmitted to Bank
for deposit, processing and collection.

f. "Electronic Deposit Services" means an array of products and
Services that allow organizations that receive check payments and/or
remittance payments by mail, dropbox or a walk-up environment to
deposit all payments electronically at Bank, as further described in the
applicable User Manual.

g. "Electronic Deposit System" means Bank's computer systems or
databases that Customer may access in order to obtain Electronic
Deposit Services.

h. "MICR Data" means information from the Magnetic Ink Character
Recognition stylized printing on the bottom of checks comprising of
routing, transit, account and check serial numbers.

i. “Payor Customers”™ means clients and/or customers of Customer that
submit original paper checks or check information to Customer for
payment obligations owed to Customer.

J. “Photo-In-Lieu” or “PIL" means a photocopy of an original paper check,
other than a Substitute Check, created from a Check Image.

k. “Remotely-Created Check” or “Demand Draft” means a paper item,
other than a Substitute Check or PIL, which (i) is drawn on a Payor
Customer account, (ii) does not bear the signature of the Payor
Customer, and (jii) is authorized by the Payor Customer to be issued in
the amount for which the item is drawn.

I. “Substitute Check™ means a paper check document that meets the
definition of a “substitute check” in the Check Coltection for the 215
Century Act as implemented by Regulation CC of the Federal Reserve
Board.
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3. Customer Authorizations and Notifications. Customer shall adhere
to any and all applicable laws, regulations and clearinghouse rules,
including but not limited to, obtaining all necessary consents and
authorizations from, and/or providing all necessary disclosures to its
Payor Customers concerning the creation of Demand Drafts or the
conversion of Payor Customers' checks to ACH Entries. Customer is
solely responsible for ascertaining the content, method, and frequency of
any required authorizations and notifications.

4. Determination of items Eligible for Electronic Deposit.

a. Only original paper checks that qualify as a source decument may be
converted to an ARC Entry, POP Entry or BOC Entry under NACHA
Rules. Customer represents and warrants to Bank that Customer shall
not use the Electronic Deposit Services to transmit electronically created
payment orders (which are Check Images, PlLs or Demand Drafts that
were not originally captured from the original paper checks), unless
permitted by applicable law. Bank will apply certain automated internal
edits and screens to the MICR Data and/or Check Images submitted by
Customer to determine whether the original paper check is a source
document that qualifies for conversion to an ACH Entry. Customer
acknowledges and agrees that Customer is the Originator of such ACH
Entries under NACHA Rules regardless of whether Customer or Bank
initiates the ACH Entry into the payment system.

b. Only a draft, payable on demand, and drawn on or payable through or
at an office of a bank, is eligible for deposit as a Check Image. Without
limiting the generality of the preceding sentence, the following items are
not eligible for deposit as Check Images under the Electronic Deposit
Services, and Customer must deposit these original paper checks with
Bank for collection: (i) checks, including travelers checks, that are drawn
on banks located outside of the United States; (i) checks payable in a
medium other than U.S. dollars; (iii) non-cash items (as defined under
Section 229.2(u) of Federal Reserve’s Regulation CC); (iv) promissory
notes and similar obligations, such as savings bonds; (v) checks issued
by and drawn on Customer or an affiliate of Customer; and (vi) any other
class of checks or drafts as identified by Bank to Customer from time to
time.

5. Capture of Checks and Check Information.

a. For certain Electronic Deposit Services, Customer shall use scanning
hardware and software that meets Bank's specifications. Depending on
the type of Electronic Deposit Service or processing option(s) selected
by Customer, Customer shall be responsible for accurately capturing an
image of each paper check, the MICR Data and the correct dollar
amount of the check into the Customer System. Depending on the type
of Electronic Deposit Service selected by Customer, in the event the
condition of a paper check precludes a complete automated read,
Customer shall be responsible for visually inspecting the check and
repairing the MICR Data. Customer shall be responsible for the
inspection of all Check Images to ensure the legibility of the Check
Image (including without limitation the dollar amount and signature of the
drawer), for the repair of any MICR Data (if applicable), and for ensuring
that any and all information on a paper check is accurately captured and
legible in the resulting Check Image and/or MICR Data and otherwise
complies with any Check Image or MICR Data quality standards and
guidelines that may be established by the American National Standards
Institute (ANSI), ECCHO Rules, the Federal Reserve, other applicable
regulatory agency or clearinghouse or that Bank may provide to
Customer from time to time. Customer acknowledges that current
image technology may not capture all security features

(e.g. watermarks) contained in the original paper checks, and agrees to
assume any and all losses resulting from claims based on security
features that do not survive the image process.

b. Customer further acknowledges that Bank does not verify the
accuracy, legibility or quality of the Check Image or MICR Data prior to
processing an Electronic Deposit. Bank may, in its sole discretion,
reject, repair, alter, amend, re-format or convert the Check Image
Metadata or MICR Data submitted in an Electronic Deposit in
accordance with general check collection practices and industry
presentment standards, but Bank shall have no cbligation to reject,
repair, alter, amend, re-format or convert the Check Image Metadata or
MICR Data. If Bank requires that Customer comply with certain
formatting standards or other guidelines when submitting Electronic

Deposits and Customer declines to implement, or comply with, such
standards or guidelines, Customer acknowledges that Bank shall not be
liable for any error or loss that results from Bank processing such
Electronic Deposit or from Bank's re-formatting or conversion of the
Electronic Deposit prior to processing.

c. Bank shall not be liable to Customer for failure to process an
Electronic Deposit, or any error that results in processing or collecting an
Electronic Deposit: (i) for which Customer has not provided Bank with full
and correct MICR Data and dollar amount from the original paper

check; (i) for which Customer has not provided an accurate and legible
image of the original paper check; (jii) for which Customer has failed to
comply with formatting standards or other guidelines required by Bank;
or (iv) which would violate this Agreement, the User Manual or any other
agreement between Customer and Bank.

d. Customer agrees to notify Bank prior to using or accessing Electronic
Deposit Services in a location outside the continental United States.

6. Upload of Electronic Deposit to Bank.

a. Customer shall upload the Electronic Deposit transmission (containing
one or more Electronic Deposits) to Bank prior to the daily cut-off time
established by Bank from time to time for the receipt of Electronic
Deposits. Any Electronic Deposit transmission received by Bank after its
daily cut-off time shall be deemed to have been received by Bank at

the opening of its next Business Day. Performance of the Electronic
Deposit Services may be affected by external factors such as
communication networks latency. Customer is responsible for the
transmission of the Electronic Deposit until the Electronic Deposit
System reports a successful acknowledgement of receipt of the
transmission.

b. An Electronic Deposit is received when the entire Electronic Deposit
transmission in which that Electronic Deposit is contained is received by
Bank in accordance with section 6.a. above. If only a portion of that
Electronic Deposit transmission is received by Bank for any reason,
including without limitation a failure during the transmission to Bank, the
Electronic Deposit transmission is deemed to have been not received by
Bank with respect to any Electronic Deposit contained in that Electronic
Deposit transmission (including any Check Image contained in the
portion of that Electronic Deposit transmission that was received).

¢. Bank will process Electronic Deposit transmission received from
Customer either via ACH Processing, or via Check Image/Substitute
Check Collection, according to the processing options selected by
Customer. For each Check Image sent to Bank in an Electronic Deposit
transmission, Customer agrees not to deposit the original paper check
nor re-deposit the Check Image at Bank or any other financial institution.

d. A per item limit, dollar limit, or file limit may be established by Bank in
its sole discretion and communicated to Customer. If any such limit is
established, Bank shall have no obligation to process items or files in
excess of the limit.

7. Funds Availability. Customer agrees that the transmission of Check
Images, MICR Data, Demand Drafts, PiLs or any other legally
permissible check collection method using Electronic Deposit Services is
not subject to the funds availability requirements of Regulation CC.
Bank may, at any time, and in its sole discretion, provide a one-time
notification to Customer if Bank intends to delay funds availability
beyond ordinary Regulation CC funds availability time frames for items
submitted by Customer using Electronic Deposit Services. In such
instance, funds deposited will be available for withdrawal 3 business
days after electronic transmission to Bank. Bank may, but is not
required to, make such funds available sooner.

8. Collection of Check Images and MICR Data. Notwithstanding
anything to the contrary in this Agreement, Bank may in its sole
discretion determine the manner in which Bank will seek to collect a
Check Image and/or MICR Data deposited by Customer. Without
limiting the generality of the preceding sentence, Bank may, at its option:
(i) present or transfer the Check Image or MICR Data to the paying
bank, a Federal Reserve Bank, check clearinghouse, image
share/exchange network, or other bank; (i) create a Substitute Check, a
Demand Draft or a PIL from the Check Image and/or MICR Data and
collect such item, or (iii) request that Customer provide to Bank the
original paper check from which the Check Image and/or MICR Data
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was created and then collect the original paper check. Depending on
the collection method, the Check Image, MICR Data, Substitute
Check, Demand Draft or PIL is subject to the rules of that
clearinghouse, Federal Reserve Bank, or image share/exchange
network or financial institution agreement.

9. Representment of Returns. [f Customer identifies to Bank a
returned ACH Entry as being retumed because the original paper check
was ineligible as a source document for the ACH Entry, Bank shall use
reasonable efforts to collect the check related to the ACH Entry by
creating, in Bank’s sole discretion, a Substitute Check, a Demand Draft
or a PIL from the image of the original paper check.

10. Storage of Check Images. Bank shall store Check Images and
other check information on the Electronic Deposit System in accordance
with Bank's record retention schedule, and shall make such information
available to Customer according to the applicable User Manuals and fee
schedule. If the Electronic Deposit Services are terminated, Customer
may obtain Check Images or check information at the price outlined in
the fee schedule.

11. Franking, Retention and Destruction of Original Paper Checks.
To help ensure that an item is not deposited more than once either as a
Check Image or physical check, Bank strongly recommends that
Customer frank the face of each original check after successfully
capturing each Check Image. Customer shall destroy the original paper
check based on guidelines identified in the applicable User Manual and
shall employ commercially reasonable methods to securely store the
original paper check until destruction. At Bank's request, Customer shall
provide the original paper check to Bank if the original paper check has
not been destroyed by Customer and Bank needs the original paper
check to process a payment or resolve a dispute arising from an
Electronic Deposit.

12. User Manual. Bank will provide Customer with one or more user
guides (“User Manual") in paper or electronic format that will set forth the
policies and procedures for the relevant Electronic Deposit Services
product with which Customer agrees to comply. Bank may, without prior
notification, make amendments to any User Manual. Bank may require
that certain employees of Customer attend periodic training as a
condition to using the Electronic Deposit Services.

13. Security Procedures and Right to Audit. Customer shall comply
with all security procedures for the Electronic Deposit Services that are
established by Bank or set forth in the applicable User Manual.
Customer is solely responsible for (i) maintaining its own internal
security procedures; (ii) safeguarding the security and confidentiality of
any information that is obtained from Payor Customers' checks, Check
Images and other information that is either printed from, stored on, or
downloaded to, the Customer System, Electronic Deposit System, or
Customer’s other computer/data systems or portable media; and (jii)
preventing errors or unauthorized access to the Customer System or
the Electronic Deposit System. Bank reserves the right to pericdically
audit Customer's security procedures and information technology
processes, and to mandate controls.

C. WIRE TRANSFER SERVICES

1. Introduction.

a. Governing Law. Bank sends outgoing and receives incoming wire
transfers through Fedwire (the funds transfer system owned and
operated by the Federal Reserve Banks or other provider in accordance
with section 11.23.A.). All funds transfers are governed by this
Agreement, Subpart B of Regulation J of the Federal Reserve Board,
OFAC regulations, and all other applicable federal, state and local laws
and regulations. Customer agrees not to initiate or receive a wire
transfer payment order in violation of applicable federal, state or local
law.

b. Authorized Users. Customer will designate to Bank in the form
required by Bank those individuals authorized to instruct Bank regarding
wire transfer Services including without limitation, individuals authorized
to initiate payment orders and select advice methods, confirmation
methods, and any or all authorizations and instructions that may be
requested by Bank. Bank may rely on any such authorization until it has
been revoked in writing by Customer. Bank shall have a reasonable tlme
to process any revocation received pursuant to this section.

2. Routing/Time Deadlines. Bank may use means and routes that Bank
thinks in its own discretion are suitable for each outgoing wire transfer.
Bank will establish from time to time a specific time of day after which
Bank will not accept an incoming payment order to be processed on the
day of receipt. Payment orders received after Bank's established deadline
or on any non-Business Day, including any Saturday, Sunday, holiday or
any day that Bank’s wire department is not open will be considered
received on the next Business Day.

3. Payment Orders.

a. Communication. Customer may communicate a payment order to
Bank by the means and manner agreed to between the parties.

b. Content of Payment Orders. Customer will supply to Bank any
information Bank may reasonably request regarding any payment order
initiated by Customer, including, without limitation, money amounts,
affected accounts, dates of transfer, the beneficiary’s name and account
number, the name and routing number or bank identifier code of the
beneficiary’s financial institution, such additional information as Bank may
reasonably request and, if necessary, further evidence of any Agent's
authority to transfer funds or to do any other act contemplated by this
Service.

c. Execution of Payment Orders. Customer authorizes Bank to execute
and charge Customer's account(s) with Bank for payment orders
delivered to Bank in accordance with this Agreement. Bank has no
obligation to execute a payment order if Customer’s account to be
charged has insufficient collected and available funds to cover the order.

d. Processing Payment Orders. The order in which Bank processes wire
transfer payment orders is determined solely by Bank. Customer does

not have the right to reverse, adjust or revoke any payment order after it
has been received by Bank, provided, however, that Bank will make a
reasonable effort to act on such a request by Customer. With respect to

a payment order already transmitted to the beneficiary’s financial
institution, Bank shall, at Customer's request, request the financial
institution to return funds previously transferred. Customer understands
that the receiving institution is under no legal obligation to comply with this
request.

e. Rejection of Payment Orders. Bank may reject a payment order from
Customer if such payment order is not initiated in accordance with the
applicable security procedure, if there is any inconsistency between a
payment order and information previously supplied to Bank, if Bank is
unable to obtain confirmation of such payment order satisfactory to Bank,
if there are insufficient collected funds in Customer’s specified account to
fund the payment order, or if Bank has other reasonable grounds not to
honor the payment order. Bank will notify Customer by telephone that it
has rejected a payment order. Bank may also reject an incoming
payment order if it has reasonable grounds to do so.

f. Standing Payment Orders. If requested by Customer and agreed to by
Bank, Customer may initiate a standing payment order, which is one
where the Customer pre-programs the beneficiary, the beneficiary's

financial institution, and the accounts to be debited and credited and
such information remains constant for subsequent payment orders.
Customer shall provide Bank with the necessary information to execute
the standing payment order, including, without limitation, the dollar
amount to be transferred or the desired peg balance, the frequency of
the order and the day of week or month when the payment order is to be
executed. Customer may terminate a standing payment order at any
time upon receipt by Bank of a written notice. Bank shall have a
reasonable time to act on such notice.
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g. Batch Wire Transfers.

(i) Service Specifications. If requested by Customer and agreed
to by Bank, Customer may initiate payment orders from its
computer to Bank's computer, subject to the provisions of this
Agreement. Customer will comply with interface
specifications established by Bank, including, without
limitation, file formats and means of data transmission (the
“Specifications”). Bank may furnish Customer with
modifications to the Specifications and Customer shall
implement such modifications as soon as reasonably
practicable.

(ii) Wire Transfer Software, Confidentiality. Customer shall be
solely responsible for creating the computer programs to
imp'ement the Specifications (“Wire Transfer Software”).
Customer shall maintain the confidentiality of the
Specifications and the Wire Transfer Software and permit
access solely to those responsible for supporting the Wire
Transfer Software or authorized to initiate Payment Orders.
Customer shall implement passwords and other security
devices commensurate with the highest level of security
afforded by Customer to other computer programs and
confidential information of Customer.

4. Confirmation of Outgoing Wire Transfers.

a. Confirmation Method. Customer and Bank shall agree to the method
of confirming payment orders received from Customer. Customer
shall designate Authorized Users to confirm payment orders. Bank
recommends a minimum of three potential Authorized Users to confirm
payment orders and that Authorized Users serve as an initiator or a
confirmer, but not both. Notwithstanding Bank's recommendation, if
Customer permits an Authorized User to act as both initiator and
confirmer, Customer hereby authorizes Bank to process a wire initiated
and confirmed by such Authorized User. Customer may add, change
or delete the Authorized Users in accordance with Section I11.9. of this
Agreement. In the event the designated Authorized Users with
authority to confirm are not available to confirm a payment order,
Customer agrees that Bank may, at its discretion, elect to process the
payment order initiated by an Authorized User. Customer agrees to
be bound by any such payment order processed by Bank.

b. Waiver of Confirmation. Bank advises Customer not to waive
confirmation. If Customer, however, chooses to waive confirmation,
Customer agrees to be liable for all cutgoing payment orders, except
those payment orders where (1) Customer is able to conclusively
prove that the unauthorized transfer could not have been prevented
by the use of confirmation procedures; (2) Bank is unable to produce
any evidence that the unauthorized transfer could have been
prevented by the use of confimation procedures; and (3) Customer is
not otherwise liable for the transfer under this Agreement or
applicable law. Customer acknowledges that not using confirmation
procedures substantially increases Customer's risk of liability for an
unauthorized wire transfer.

¢. Confirmation of Wire Transfers Initiated through electronic Bank
applications. The confirmation of payment orders initiated by
Customer through electronic Bank applications shall be verified and
approved by Customer prior to their transmission to Bank. All
payment orders shall be initiated and confirmed in accordance with
the security procedures established for the relevant application.

5. Advices.

a. Advice Method. Customer will select the type of advice it wishes to
receive after Bank receives an incoming wire transfer. If Customer
selects telephonic advices, Customer may designate person(s) to be
contacted and tetephone numbers to be used for advice purposes.
Bank shall not be required to make more than one attempt to reach

Customer’s designated location by telephone. If Bank is able to reach
the Customer’s designated location, but not Customer’s designated
Agent, Bank may leave a message containing the information to be
conveyed.

b. Advices by Facsimile. If Customer selects advices by facsimile
(“fax”), Customer shall exercise extreme care in maintaining its own
security in the receipt of fax advices. Customer acknowledges that the
information to be received by fax may include confidential information,
including, without limitation, names, amounts, phone numbers,
originating account information, and the text of incoming wires.
Customer further acknowledges that it alone assumes full responsibility
for maintenance of its internal security procedures to keep such
information confidential.

¢. Waiver of Advice. Customer may waive its right under the Uniform
Commercial Code to receive advices by so indicating on the applicable
Implementation Documents.

6. Reverse Wire Transfers.

a. Authorized Debits. If requested by Customer and agreed to by Bank,
Customer authorizes Bank to debit Customer's account(s) with Bank upon
receipt of a Fedwire drawdown request, and to send funds to the
Requesting Bank. Each transfer will be done on the Business Day Bank
receives the incoming request from the Requesting Bank if the request is
received within a reasonable time to determine whether Customer's
Account has sufficient available funds and to obtain access to the Federal
Reserve network prior to the close of business.

b. Reverse Wire Funding. Customer acknowledges and agrees that
Bank may reject any reverse wire request in excess of the collected and
available balance. Requesting Bank will be notified if the request is
rejected by Bank.

¢. Wire Transfer Numbers. Customer’s obligation to pay Bank the
amount of the funds transfer in the event that the Fedwire message does
not identify the same account or financial institution is not excused in
such circumstances. When names and numbers are inconsistent, the
numbers shall control. With respect to incoming wire transfers that do
not indicate an account number recognizable to Bank, Bank may return
the wire transfer to the sending financial institution without incurring any
liability. Customer does not have the right to reverse, adjust, or revoke
any Fedwire message after it is received by Bank; however, Bank will
use reasonable efforts to act on such a request by Customer to reverse,
adjust or revoke such message before Bank has sent the outgoing wire
transfer. With respect to an outgoing wire transfer already transmitted
by Bank, Bank shall, at Customer’s request, request the receiving
financial institution to return funds previously transferred. Customer
understands and agrees that the receiving financial institution may or
may not comply with any such request.

d. Authorizations. Customer’s authorization for reverse wire requests
shall remain in effect until Customer gives written notice to Bank. Bank
will have a reasonable time to act on any written notice received from
Customer.

e. Limitation on Bank’s Liability. In consideration of Bank's compliance
with this authorization, Customer agrees that Bank’s treatment of any
charge, and Bank's rights with respect to it, shall be the same as if the
entry were initiated personally by Customer. Bank shall have no liability
if any charge is dishonored.

7. Additional Limits on Bank’s Liability. Bank is responsible only for
performing the Services described in this Section. Bank shall not be
responsible for the acts or omission of Customer, any Federal Reserve
Bank or other financial institution, any transmission or communication, or
any other person and no such person shall be deemed to be Bank's
agent under this Agreement.

D. DATA TRANSLATION SERVICES

1. Introduction. Bank may provide electronic data integration, custom
formatting, or data translation ("Data Translation Services") to
electronically streamline the exchange of payments, remittance and
other information between Customer and Bank and between Customer
and its trading partners. If requested by Customer and agreed to by
Bank, Bank will provide Data Translation Services in accordance with
this Agreement and other procedures provided to the Customer.
Customer agrees that Data Translation Services shall be governed by
this Section and all other relevant sections of this Agreement.
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2. Scope of Services. Data Translation Services may be used by
Customer to initiate and receive payments using multiple payment
channels or networks such as wire transfers and, ACH, and to provide
and receive business communications such as remittance data, payment
data, invoices, confirmations, orders, or other information in Customer's
preferred format. In order to obtain Data Translation Services, Customer
must maintain an analyzed demand deposit account with Bank.

3. Entry Origination/Processing Dates/Deadlines. Customer may
from time to time deliver to Bank requests to format information for
payments and/or other data translation via the agreed upon means
(collectively, “Data Translation Request(s)”). All Data Translation
Requests shall conform to the content, format, deadlines and other
specifications that may be established by Bank or a third party software
program approved by Bank for use with the Service. Bank may
establish different deadlines for Data Translation Requests depending
on the method of delivery employed by Customer and all such deadlines
are subject to change. Bank must receive Customer’s Data Translation
Requests at or prior to the deadline established for processing on the
Business Day of receipt. Data Translation Requests received after the
deadline will be processed on the next Business Day. Customer will be
notified if a Data Translation Request is rejected in accordance with
procedures established by Bank. Customer represents and warrants
that all information in each Data Translation Request delivered to Bank
by Customer shall be accurate, timely, authorized and will otherwise
comply with all applicable laws, rules and regulations.

4. Content and Transmission of Information. Data Translation
Requests are only designed to respond to information provided by
Customer. Accordingly, any inaccuracy in any information provided by
Customer may result in unintended processing by Bank. Bank bears no
responsibility for detecting or reporting any error in data supplied by
Customer and shall not be liable to Customer for any information
provided by Customer with respect to a Data Translation Request which
is inaccurate, incomplete, duplicative, or otherwise incorrect. Customer
shall retain data on file adequate to permit Customer to remake each
request for at least ten (10) Business Days following the date a file is
sent to Bank, and shall provide such data to Bank on request. Customer
acknowledges that Bank has no obligation to maintain back-up copies of
requests or other information delivered by Customer to Bank. Customer
acknowledges that Data Translation Services may involve the
transmission of confidential consumer information that may be subject to
privacy laws and regulations, including breach naetification regulations.
Customer agrees to notify Bank if Customer sends or receives protected
health information as part of Data Translation Services. If Customer is
the recipient of misdirected information, Customer shall immediately
notify Bank and return the information to Bank. Customer agrees not to
retain, use, copy, distribute or otherwise disclose the information in any
manner.

5. Payment Requests. Customer agrees that its requests to initiate
payments utilizing Data Translation Services shall be governed by this
Section, the sections of this Agreement governing the applicable
payment mechanism, and all other applicable laws, rules and regulations
goveming the relevant payment mechanism. Customer authorizes Bank
to execute all electronic and check payment requests (“Payment
Requests”), and settle to the Customer's account all Payment Requests,
delivered to Bank in compliance with the terms of this Agreement,
including the security procedures. Customer is solely responsible for
initiating the Payment Requests sufficiently in advance to meet
Customer’s contractual obligations to its vendors and/or its customers.
Bank shall not be responsible for any late payment or finance charges
that may result from Customer’s failure to allow sufficient lead-time.

a. Electronic Payment Requests. Customer may from time to time
request that Bank initiate electronic payments using the ACH network,
the wire transfer system or other electronic funds transfer system
(“Electronic Payment Requests”). Except as may be provided
elsewhere, Customer may not amend or revoke Electronic Payment
Requests after they have been received by Bank. Customer
acknowledges that the rules of NACHA and other electronic funds
transfer systems may make any credit provisional until the financial
institution crediting the account of the beneficiary specified in an
Electronic Payment Request receives final settlement and that if the
financial institution does not receive final settlement, it is entitled to a
refund and Customer shall be deemed not to have paid the beneficiary.
Electronic Payment Requests with settlement dates of more than thirty
(30) calendar days from receipt will not be processed unless prior
arrangements have been made. Customer authorizes Bank to use
whatever means Bank, in good faith, deems reasonable under the
circumstances to execute each Electronic Payment Request, including
selection of a funds transfer system, routing, and means of
transmission.

b. Check Payment Requests Customer may from time to time request
that Bank print checks and related remittance information (“Check
Payment Request(s)”) and issue and distribute such checks and
information. Customer shall designate the account(s) from which Bank is
to make payment (“Payment Account”) and shall maintain a sufficient
balance in the Payment Account to fund its Check Payment Requests.
Customer agrees that checks drawn in a manner consistent with a
Check Payment Request shall be duly authorized to the same extent as
a check drawn and signed by Customer and is properly payable by Bank.
Customer authorizes Bank to deduct the Payment Account in the
amount of the Check Payment Request. If there are insufficient funds in
the Payment Account to make a Check Payment Request, Bank may in
its sole discretion either refuse to make the payment, or make the
payment and overdraw the Payment Account. In either event, Customer
shall incur fees as disclosed by Bank in the account agreement and
related fee schedules and other disclosures. Customer has no right to
reverse, adjust or revoke any Check Payment Request after it has been
received by Bank. Bank will, however, make reasonable efforts to act on
such a request by Customer.

6. Security Procedures. Customer shall comply with all security
procedures established by Bank for Data Translation Services.
Customer agrees that all Data Translation Requests that invoive the
exchange or transmission of banking information shall only use secure
transmission options supported by Bank. For some Services, such as
ACH, Customer and Bank may establish altenative, comparable
security procedures for accessing such Services when Data Translation
Services are utilized. Customer is solely responsible for maintaining its
own internal security procedures to prevent errors or unauthorized
access to Customer’'s computer systems by unauthorized employees,
vendors or customers.

7. File Confirmation Procedures. Customer shall at all times comply
with the applicable file confirmation procedures established by Bank.
File confimation procedures utilizing Data Translation Services are
solely for the purpose of verifying Bank's receipt of the Payment
Requests but not for identifying errors in transmission or content.

a. Control Totals. Customer shall call Bank's Audio Response Unit
("ARU") or send a data file to Bank providing the total items and dollar
value of the Payment Requests and any other necessary information
(“Control Totals"). After Bank receives Customer’'s Payment Requests,
Bank will compare the Payment Requests to the Control Totals. If the

- Control Totals match the Payment Requests, Bank will process the

Payment Requests. Bank will not process the Payment Requests if
Bank does not receive conforming Control Totals on or before the
established delivery deadline. Bank will notify Customer if the Control
Totals do not match the Payment Requests, or if Bank receives
Payment Requests without receiving Control Totals or vice versa.

b. File Status Manager. File Status Manager is an elective Service that
allows Customer to confirm that Bank has received Customer's files.
Using a secure Web site, Customer may view the status of Data
Translation files sent by Customer to Bank. If Customer selects this
Service, Customer agrees to promptly and regularly review the status of
all files displayed in the File Status Manager and to notify Bank if any files
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sent by Customer were not received by Bank. Customer bears sole

responsibility for any inaccurate or incomplete information sent to Bank if

Customer fails to notify Bank prior to Bank's processing of Customer's
files.

E. LOCKBOX SERVICES

1. Lockbox Service Requirements. Bank provides retail and
wholesale Lockbox Services to assist customers in expediting receipt
of their remittances. Customer will have its customers forward their
payments to the location designated by Bank (“Lockbox™). Prior to
initiation of any Lockbox Service, Customer must maintain a demand
deposit account with Bank associated with the Lockbox Service
("Lockbox Account").

2, Access to Mail. Customer authorizes Bank to pick up mail at the
appropriate postal facility, to have custody of the keys or combinations
and unrestricted and exclusive access to such box, and to collect the
mail therein to be processed by Bank as agreed by the parties. Bank
shall process remittances in accordance with its standard procedures
or in accordance with prior instructions received from Customer and
agreed to by Bank. Upon termination of Customer's Lockbox Service,
mail received shall be forwarded for sixty (60) days following
termination.

3. Proprietary Rights. Bank possesses all proprietary rights to
written material, including, without timitation, all computer programs
written for Bank's Lockbox processing system, portable media,
listings, and other documentation originated and prepared by Bank.
Customer shall not duplicate, sell, or use in any manner such
programs or decumentation without the prior written consent of
Bank.

4. Collections/Availability. Unless otherwise agreed, while
Customer receives Lockbox Services, all collected funds held in the
Lockbox Account shall be deemed to be Customer's funds for all
purposes, including adjustment, attachment, execution, gamishment
and other forms of legal process. The crediting and collection of
items will be handled under the same agreement as applied to other
commercial deposits and shall be subject to Bank's then current
funds availability schedule.

§. Transmission of Information. Bank may transmit to Customer
remittance information or other information received at the lockbox
("Lockbox information™) via secure electronic transmission. Customer
further acknowledges that Bank has a duty to protect Lockbox
Information and ensure that it is safely delivered to Customer and that
Bank has deemed secure electronic transmissions to be the safest
mechanism for delivery. If Customer elects to receive the Lockbox
Information using other delivery means including paper reports,
Internet delivery, CDs, DVDs, or other portable electronic media,
Customer acknowledges that such delivery means are inherently
more insecure that results from the nonreceipt, disclosure,
dissemination, alteration or unauthorized access of the Lockbox
Information. If Customer is the recipient of misdirected Lockbox
Information, Customer shall immediately notify Bank and return the
information to Bank. Customer agrees not to retain, use, copy,
distribute or otherwise disclose the information in any manner.

6. Image Delivery Services. Bank shall electronically store check
images, check information, remittance information or other information
received at the Lockbox in accordance with Bank's record retention
schedule. Customer may obtain such images or information via
Internet access, CDs, DVDs or file transmission, if available, at the
price outlined in the fee schedule. If the images or information are
sent via CD or DVD, Customer agrees to verify the contents of the
CD or DVD upon receipt and request a replacement, if necessary,
within 10 days of receipt. Customer is solely responsible for
safeguarding the security and confidentiality of all images and
information that is stored on Customers computer systems, or
printed or downloaded from the Internet, CDs, DVDs, other portable
media, or file transmissions.

7. Foreign currency-denominated items and items drawn on foreign
banks. Processing of foreign instruments is controlled by Agreement

C000640.

8. Wholesale Lockbox Processing/Lockbox Remote Capture
Services. Bank is authorized to remove and examine the contents of
each envelope in accordance with Bank's wholesale lockbox servicing
guidelines and shall observe the following guidelines provided in this
section. Bank shall capture, format and send remittance data to
Customer via information reporting or data transmission in accordance
with the Implementation Documents. Customer shall not use any form of
prepaid business reply mail envelopes for its lockbox remittances and
shall review any proposed envelope changes with Bank prior to use.

In addition, Lockbox Remote Capture Services provides Customer with
the ability to scan and transmit to Bank lockbox payments received at
Customer’s office locations. If Customer selects Lockbox Remote
Capture Services, Customer agrees that Bank's Lockbox Remote Capture
Services shall be governed by this Lockbox Services Section and other
relevant sections of this Agreement, including but not limited to, the
Electronic Deposit Services section.

a. Check Date. Bank will not examine any checks or other items with
respect to check dates.

b. Check Amount. If Bank is unable to determine the amount of a check,
such check will be forwarded unprocessed to Customer as an exception.

c.Payee. Checks made payable to the Acceptable Payees listed in the
Implementation Documents or any reasonable derivation thereof are
acceptable for deposit. Checks made payable to others may be returned
by Bank as exceptions. Customer warrants that each Acceptable Payee
is either Customer, its affiliate, or an entity that has authorized Customer
to act on its behalf for the Services provided herein. If the Acceptable
Payee is an affiliate of Customer or an entity which authorized Customer
to act on such entity's behalf, Customer represents and warrants that
such affiliate or entity has authorized checks payable to it to be credited
to the Lockbox Account. Bank may require written authorization from any
Acceptable Payee or written evidence that an Acceptable Payee has
authorized Customer to act on its behalf. If Customer designates ‘Accept
All Payees' in the Implementation Documents and Bank accepts such
designation, Bank shall process all checks for credit to the Lockbox
Account regardless of the payee name on the check. Such designation
may be subject to additional Bank fees. Customer agrees Bank shall not
be liable for any claims, fines, expenses, and damages that arise out of
Bank’s processing of checks based on Customer's ‘Accept All Payees’
designation.

d. Missing Signature. In the absence of a signature, Bank will process
the check. Customer agrees to reimburse Bank if the check is
subsequently returned.

e. Exceptions. If a check is treated as an exception, it will be forwarded
by Bank to Customer with the remittance data, and not deposited or
otherwise reflected in the account of Customer.

f. Correspondence. Any correspondence, invoices and miscellaneous
enclosures which are included with a payment, as well as any envelope
that does not contain a check, will be returned to Customer.

" @. Notation. Customer agrees that Bank shall disregard any notation on

a check containing "paid in full", "lien waiver” or other restrictive notation,
whether preprinted or handwritten, and treat any such check as though
such notation did not appear thereon. If Customer instructs Bank not to
process checks with restrictive notations, Bank will use its best efforts to
detect checks bearing such notations, but Bank shall not be liable to
Customer for failure to detect any such notation.

9. Retail Lockbox Processing.

Bank is authorized to open each envelope and remove the contents,
disregarding all notations and other marks on the envelopes. Bank shall
not examine checks or other items with respect to payee names, check
dates and check signatures. Bank is not required to retain remittance
envelopes or forward them to Customer. Bank will disregard any
restrictive notation on any check, including but not limited to “paid in full®,
whether preprinted or handwritten, and shall treat any such check as
though such language did not appear thereon. Bank will process,
endorse and deposit remittances in accordance with its standard
procedures. If Bank is unable to determine the amount of a check, such
check will be forwarded to Customer as unprocessable. Bank will deliver
miscellaneous enclosures, unprocessable transactions and remittance
data in accordance with the Implementation Documents. Remittances
and envelopes submitted to Bank for processing must meet the
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specifications designated by Bank from time to time. All changes in
remittances and return envelope design are subject to prior testing and
approval by Bank. Bank may adjust the price for processing
Customer's payments if changes are made to Customer's remittances
and/or envelopes (including remittance scan line configuration) without
such prior approval.

a. Retail Lockbox ARC Services. Retail Lockbox ARC Services
provides Customer with the services necessary to convert eligible
check payments received within U.S. Bank's retail lockbox into ACH
ARC Entries. If Customer selects Retail Lockbox ARC Services,
Customer agrees that the Service shall be governed by this Lockbox
Services Section and other relevant sections of this Agreement
including, but not limited to, the Electronic Deposit Services section.
Customer shall adhere to any and all applicable laws, regulations and
clearinghouse rules, including but not limited to, obtaining all
necessary consents and authorizations from, and/or providing all
necessary disclosures to, its customers concerning the conversion of
such customers’ checks to ACH Entries. Customer is solely
responsible for ascertaining the content, method, and frequency of
any required authorizations and notifications. Only original paper
checks that qualify as a source document may be converted to an
ACH Entry under NACHA Rules. Bank will apply certain automated
internal edits and screens to determine whether the original paper
check is a source document that qualifies for conversion to an ACH
Entry. Customer acknowledges and agrees that Customer is the
Orlginator of such ACH Entries under NACHA Rules regardless of
whether Customer or Bank initiates the ACH Entry into the payment
system. Bank shall not be liable to Customer for failure to electronically
process checks if such processing would violate this Agreement, or any
other agreement between Customer and Bank. If an ACH Entry is
returned because the original paper check was ineligible as a source
document for the ACH Entry, Bank shall use reasonable efforts to
collect the check related to the ACH Entry by presenting the original
paper check (if not destroyed), the check image, or a substitute check.

10. E-Lockbox.

E-Lockbox provides Customer with the ability to receive consumer
payments electronically that are initiated via the consumers' personal
computer home banking application or other Internet bill payment
providers, including consumer credit counseling agencies.

a. Network. “Network” means the MasterCard Remote Payment and
Presentment Service (“RPPS”), a division of MasterCard International,
Inc. or Visa ePay, a division of Visa International (“ePay"), or other
originators of consumer-initiated bill payments such as Fiserv, iPay,
Yodlee or FIS. Bank receives payments and remittance data via the
Network. Bank will credit payments to Customer's account and
electronically transmit the remittance data in Bank's standard or other
mutually acceptable format for loading to Customer's accounts
receivable system.

b. Customer’s Responsibilities. Customer shall provide Bank with all data
and specifications necessary for the Network to process payments and for
Bank to transmit the remittance data to Customer. Customer agrees to
conduct tests that Bank may deem necessary to ensure Customer and
Bank are able to process the remittance data. The purchase, installation,
testing and maintenance of any and all equipment used to receive and
process information from Bank is the responsibility of Custormer. As soon
as possible, and in any event, no later than 48 hours after Bank transmits
the remittance data to Customer, Customer agrees to process all such
data and inform Bank of any incorrect, unidentifiable or unprocessable
information (collectively, "Returns").

¢. Bank's Responsibilities. Bank shall develop a program to process and
transmit remittance data received from the Network in Customer's
preferred file format. Bank shall transmit Returns to the Network when
Customer provides Bank with the Return information. Bank will credit
Customer’s account in an amount equal to the payments received and
debit Customer’s account in an amount equal to any Returns and, if
applicable, any Reversals (defined below).

d. Reliance on Network. Customer acknowledges that Bank's ability to
process payments and remittances are dependent upon the continued
use and support of the Network and third party computers housing the
Network and its associated communications network. In the event that
access to the Network or its computer communications system is
terminated or suspended for any reason, Bank shall not be liable to
Customer for any disruptions or failure to provide any part of this Service.
Bank assumes no responsibility for the accuracy, timeliness or the
completeness of data delivered from the Network to Bank.

e.Optional Reversal Transactions. Reversals are Network-initiated debit
messages from payment originators informing of the cancellation of
previous transactions. Customer may set debit caps on Reversals to limit
the daily debit amount a payment originator may send through the
Network. If Customer instructs Bank to accept Reversals, Customer
hereby authorizes Bank to debit Customer’s account for the amount of the
Reversals.

f. Optional Biller Stop Payment. Biller Stop Payment allows Customer to
provide Bank with instructions regarding payments that Customer does
not want posted to its account. If Customer instructs Bank to stop a
payment from posting to its account, Customer hereby authorizes Bank
to return the payment through the Network. Payments that are stopped
will not be included in Customer’s settlement transaction or the
remittance data provided to Customer.

11. Transportation of Lockbox Items.

If Customer directs Bank to pick up mail from any United States Post
Office and deliver such mail to a traditional Bank lockbox site for
processing in accordance with this Section E and Bank agrees to do so.
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